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Captures known techniques for iO, 
e.g., “self-feeding” techniques
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OWF

Our result — extended model

Problem: Separation overcome by new constructions 
(e.g., PKE from SXiO + OWFs [BNPW16])

‣Extended to circuits with iO and OWF gates [GMM17]

Non-black-box extension of Impagliazzo-Rudich 
separation [IR89]
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