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f Co and C1 compute the same function and |Co|=|C1|, then
i0O(Co) and iO(C+) are hard to distinguish
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- R Ciphertexts
ompact public-key are “short”
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(FE) [AJ15,BV15]
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Encodlng grow with numberof | + OQOWF
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All building blocks require some form of compression
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Theorem: XiO + OWF = PKE in a black-box way
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We consider XiO for oracle-aided circuits
» First used for circuits with OWF gates [BKSY11, AS16]

Problem: Separation overcome by new constructions
(e.g., PKE from SXIO + OWFs [BNPW16])

» Extended to circuits with IO and OWF gates [GMM17]

Our result — extended model |

- - xiO|
Captures known techniques for iO, OWE
e.g., “self-feeding” techniques l T

Non-black-box extension of Impagliazzo-Rudich
separation [IR89]
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Theorem: XiO with output length 27(1—2(1) exists for ACO
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